WHAT SUPPORTERS ARE SAYING ABOUT:
SB 178 (Leno)

California Electronic Communications Privacy Act (CalECPA)
BUSINESSES
Facebook

"People deserve to connect with friends and loved ones knowing that their personal photos and messages are well-protected. The Electronic Communication Privacy Act, which codifies Facebook's current practice of requiring a warrant for access to this content, is an important win for all Californians."

-Ann Blackwood, Head of Public Policy, Western States, Facebook

Adobe

“At Adobe, we believe our customers’ private communications should receive full constitutional protections, regardless of whether these communications are stored at home, at work or in our cloud. That’s why we are pleased to support the California Electronic Communications Privacy Act (CalECPA) introduced today by Senator Leno. CalECPA is critical to safeguarding the privacy rights of Californians, and to building consumer and business confidence in the adoption of cloud services.”

-Adobe Systems Incorporated

Google

“Law enforcement needs a search warrant to enter your house or seize letters from your filing cabinet -- the same sorts of protections should apply to electronic data stored with Internet companies. California’s electronic surveillance laws need to be brought in line with how people use the Internet today and provide them with the privacy they reasonably should expect.”
-Mufaddal Ezzy, Calif. Manager of Public Policy, Government Relations, Google

Engine

“Since data plays an increasingly important role for many startups, any uncertainty over compliance with outdated regulations puts them in a difficult position. Startups may be forced to choose between spending valuable time and resources complying with complex requests for data from law enforcement or facing fines and legal action for protecting their users' privacy rights. These small companies simply don't have the bandwidth to respond to voluminous requests for information, so having a clear set of protocols could make it much easier to comply with the law.”
-Evan Engstrom, Policy Director for Engine, a San Francisco-based nonprofit advocacy and research organization supporting startups
Dropbox
"Safeguarding user privacy is a top priority at Dropbox. We strongly support efforts to modernize privacy laws for today's digital society. Fourth Amendment rights must be protected as people move their lives online to the cloud."
-Bart Volkmer, Legal Counsel, Dropbox
The Internet Association

"The Internet industry appreciates Senator Leno's efforts to implement warrant protections for digitally stored information.  California's Internet users expect their inbox to have the same kinds of safeguards that exist for their mailbox, and we look forward to working with policymakers in pursuit of this goal.  It is time to update these laws for the digital age."
-Robert Callahan, California Executive Director of the Internet Association
ADVOCACY ORGANIZATIONS
Electronic Frontier Foundation

“SB 178 is an important step in ensuring our privacy rights are protected in the 21st century. As technology continues to rapidly advance, it is equally important that legal protections advance too. SB 178 is a balanced approach to dealing with the sensitive information stored in digital form on our electronic devices and social media profiles. Requiring a warrant protects privacy while common sense exceptions to the warrant requirement ensure law enforcement will have quick access to critical evidence in emergency situations. We hope the Legislature will give SB 178 the thoughtful consideration it deserves."

-Hanni Fakhoury, Senior Staff Attorney, Electronic Frontier Foundation
California Newspaper Publishers Association

“The California Newspaper Publishers Association wholly supports this effort to ensure that Fourth Amendment protections are extended to digital information. Requiring a warrant to access cell phones and data recognizes their unique nature, protects reporters, sources, and citizens, and helps thaw the chilling effects that the Snowden revelations precipitated. Recent examples of government intrusion into the newsroom are unprecedented. This bill ensures that newspapers can continue to gather and provide valuable content to readers, unfettered. At the same time, this is a balanced bill that recognizes law enforcement’s right to do its work and act in exigent circumstances. CNPA wants to thank Senator Leno for introducing the bill. We look forward to working with the senator to get this legislation on the governor’s desk, and signed into law.

-Nikki Moore, CNPA Staff Attorney
Center for Democracy & Technology
"California has always been a leader in protecting the privacy rights of its residents. The California Electronic Communications Privacy bill would bring stronger protections to the digital communications of Californians by requiring law enforcement to obtain a warrant before accessing the content. We're hopeful that the state Legislature and Governor will work together to protect the digital rights of all Californians."

-G.S. Hans, Policy Counsel & Director, CDT-SF

ELECTED LEADERS

Republican Senator Joel Anderson

“Senator Leno and I bridge the gap between progressives and conservatives to put Californians first and reinforce our constitutional protections. Our bi-partisan bill protects Californians’ basic civil liberties as the fourth amendment of our Constitution intended.”
-State Senator Joel Anderson, R-Alpine

